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Figure 1: View Connection Sequence 
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Vulnerabilities and Threats in the Connection Sequence
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Figure 2: End User Authentication
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Figure 3: Untrusted to Trusted Connection
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Figure 4: Provisioning Desktop
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Figure 5: User Data
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Figure 6: Uninformed Management Tools 
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Desktop Configuration   
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Figure 7: Desktop Configuration
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Security Practices and Considerations 
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Figure 9: Solution Lab Setup for Simplified VDI Security Architecture
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Figure 12: View Event Manager Default Log 
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Figure 13: Technical Controls Used for DIACAP in a Virtual Infrastructure by Catbird

Figure 14: VDI-DIACAP-Catbird Compliance Dashboard
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Figure 15: Community of Interest Zone Design for Desktops and Applications
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